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;‘;:g“;g;ﬁrfi?pl? and widespread adoption of digital technologies and online services, ensuring | ;;J 14 "fl >
L) ylo Our eyberspaces has become an indispensable component of persanal safety ()

€ escalating cases of data breaches and Cyber-attacks highlight the urgent need for cyber- A\
safety and cyber-defense skills. Education plays a pivotal role in inr:rea.;;in-:; awareness and ¢V
combatmg cyber threats. It is essential that students In schools are welll—infﬂrrﬂed about ;
cyber hygiene and potential cyber threats, as the younger generation becomes increasingly

vulnerable to cybererime.

Aclfknowiedging the significance of this issue, the Government of India has established the

Ir"ldian Cyber Crime Coordination Centre (14C) under the Ministry of Home Affairs. This centre

aims to provide a comprehensive and coordinated framework to combat cybercrimes

effectively. To spread awareness on cybercrime, the Central Government has taken various

steps, including disseminating messages through SMS, using social media platforms like
Twitter (@Cyberdost), Facebook (CyberDostl4C), Instagram (cyberdosti4c), and Telegram
(cyberdosti4c). Additionally, they have engaged MyGov for publicity across multiple media,
organized Cyber Safety and Security Awareness weeks in collaboration with States/UTs,
published a Handbook for AdolescentsfSludents, and more. All stakeholders have also been
encouraged to participate in creating mass awareness.

platform to explore. learn, and excel in the field of cybersecurity and emerging technologies,

€quipping them with essential skills for their future success.
requested to form a CYBER Club in their schools and adopt a

more focused approach towards Promoting cyber hygiene. One teacher, preferably with
knowledge of Cyber Securit shall be nominated as the Cyber Noda icer, whose

détails are to be filled in CBSE OASIS portal. Advisories and cyber safety tips wil ba
regularly sent to schools through the nominated teacher by 14C or CBSE.

Therefore, School Heads are

_——-The following are suggested activities for Cyber Clubs:
- _’-f':‘z:: ’ R Ekfh.ifmm_ng speakers to present lectures, hands-on activities, and demonstrations to
"-'{'l' ‘ EtUﬂénts about Cyber Security and potential careers in cybersecurity.
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: e 335'-‘ e Prov_id’ir';g hands-on training b

5 0 |G\;q\h1_3_set uplin schools.
- e Cre tifrfg a dedicated space to display news articles or photographs related to

cybersecurity in the workplace or classroom.
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y experts on open-source tools in computer labs already
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